Flamers, Trolls and Bloggers — Are ISPs and webhosts at risk from online anarchy?

In conclusion it is worth noting that
the unique qualities of the net along
with the informality of net culture may
extend to a reluctance on the part of
net participants to pursue defamation
proceedings. Despite the potentially
enormous scope for actions against
ISPs and ICHs, in reality there has
been surprisingly little litigation as a
result. Although today’s blogs and
flames will never become tomorrow’s
fish and chip wrapping, there is
perhaps a culture evolving of user
acceptance giving rise to a level of
tolerance previously unseen in other
forms of media.

*  The author would also like to acknowledge
the assistance of Dougal Langusch in
writing this article.
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auDA Panel reviews domain name policy rules

Alice Grey, Paralegal, Freehills

On 9 August 2004, .au Domain
Administration's (auDA) Name Policy
Review Panel (Panel) released’ an
Issues Paper” as part of its review of
domain name eligibility and allocation
policy rules for open second level
domains. The Panel was created in
July 2004 to examine the domain
name policy rules and provide
recommendations to the auDA Board
about any necessary changes to the
policy.

The issues which the Panel has
identified for consideration include:

o the integrity of thc Australian
Domain Name System (DNS)
and verification of registrant
identity

e  opening of the Australian DNS
to non-Australian registrants, and

o the length of domain name
licence periods.

The Panel sought feedback on the
matters discussed in the Issues Paper.

Comments were due by 30 August
2004.
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2004).

Domain Name Eligibility and Allocation
Policy Rules for the Open 2LDs Issues
Paper - August 2004, auDA Name Policy
Review Panel. See: http://www.auda.com.
aw/pdf/nprp-publicl.pdf (last accessed 28
September 2004).
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